# Кибербезопасность

**Сессия SE.4 — Зал G
Пятница, 15 октября
14 час. 30 мин. – 16 час. 30 мин.**

Всемирная встреча на высшем уровне по вопросам информационного общества (ВВУИО) призвала МСЭ играть роль единственной содействующей организации по Направлению деятельности C5 "Укрепление доверия и безопасности при использовании ИКТ". В ответ на это Генеральный секретарь МСЭ д‑р Хамадун И. Туре объявил об учреждении Глобальной программы кибербезопасности (ГПК), которая составляет основу для международного сотрудничества, направленного на повышение доверия и безопасности в информационном обществе.

Совместное начинание МСЭ-ИМПАКТ является первым глобальным партнерством государственного и частного секторов с участием многих заинтересованных сторон, выступающим против киберугроз и расположившим свои оснащенные по последнему слову техники объекты в Киберджайе, Малайзия. Предоставив точку базирования Глобальной программе кибербезопасности (ГПК), оно поддерживает Государства – Члены МСЭ своими специальными знаниями, средствами и ресурсами для эффективного повышения способности и потенциала глобального сообщества в отношении предотвращения киберугроз, защиты от них и реагирования на них.

На этой сессии будут рассматриваться ключевые вопросы кибербезопасности и реагирования со стороны МСЭ посредством совместного начинания МСЭ-ИМПАКТ в рамках ГПК.

Дискуссия будет строиться на основе пяти сфер работы Глобальной программы кибербезопасности (ГПК). В этих рамках будут рассматриваться следующие ключевые вопросы:

• Каков характер и масштаб согласования на международном уровне законодательства по киберпреступности, с учетом того, что многие из проводящихся в настоящее время инициатив осуществляются скорее на региональном, чем на глобальном уровне?

• С учетом того, что техническая оснащенность частного сектора является необходимым условием реагирования на киберугрозы, как он может выполнять свою функцию – быть в числе основных участников глобальной борьбы с киберугрозами?

• С учетом растущей сложности киберугроз и опасности, грозящей ключевой инфраструктуре, какую роль должно играть согласование на международном уровне политики и стандартов в области безопасности, а также систем наблюдения и предупреждения?

• Люди являются самым слабым звеном: каковы наиболее эффективные стратегии создания потенциала, которые бы способствовали выработке и обеспечению устойчивой и активно развивающейся культуры кибербезопасности?

С полной программой сессии и со списком ораторов, участие которых подтверждено, можно ознакомиться по адресу: **www.itu.int/plenipotentiary/2010/index.html**.