**CIBERSEGURIDAD**

**Viernes 15 de octubre**

**14.30-16.30 horas Sesión SE.4 – Sala G**

La Cumbre Mundial sobre la Sociedad de la Información (CMSI) pidió a la UIT que fuese único facilitador de la Línea de Acción C5, "Creación de confianza y seguridad en la utilización de las TIC". En respuesta, el Secretario General de la UIT, Dr. Hamadoun I. Touré, creó la Agenda Global de Ciberseguridad (AGC), que es el marco de cooperación internacional destinado a la creación de confianza y seguridad en la sociedad de la información.

La iniciativa IMPACT de la UIT es la primera alianza público-privada multipartita mundial que lucha contra las ciberamenazas desde sus modernísimas instalaciones de Cyberjaya, Malasia. Foco operativo de la Agenda Global del Ciberseguridad (AGC) de la UIT, presta a los Estados Miembros y a otras entidades sus conocimientos, instalaciones y recursos para efectivamente aumentar la capacidad mundial de prevención, defensa y respuesta a las ciberamenazas.

En esta sesión se tratarán los principales problemas de ciberseguridad existentes y la respuesta que la UIT aporta a través de IMPACT en el marco de la AGC.

El debate se organizará alrededor de las cinco esferas de trabajo de la Agenda Global de Ciberseguridad (AGC), entre las que se contarán:

• Hasta qué punto y de qué manera se ha de alcanzar una armonización internacional de la legislación contra la ciberdelincuencia, habida cuenta de que muchas de las iniciativas en curso tienen un alcance más regional que mundial.

• Habida cuenta de que la cualificación técnica de la industria privada es fundamental para responder a las ciberamenazas, cómo puede este sector desempeñar su función clave en la lucha global contra las ciberamenazas.

• Con la cada vez mayor sofisticación de las ciberamenazas y el peligro que suponen para las infraestructuras esenciales, qué papel ha de desempeñar la armonización internacional de las políticas y normas de seguridad y de los "sistemas de vigilancia y alerta".

• Las personas son el eslabón más débil: cuáles son las estrategias de creación de capacidad más eficaces para fomentar y garantizar una cultura sostenible y proactiva de la ciberseguridad.

Puede encontrar el programa completo, incluidos los oradores confirmados, en la dirección: [**www.itu.int/plenipotentiary/2010/index.html**](http://www.itu.int/plenipotentiary/2010/index.html)